













































































































































































































































































































































































































































































































































































ENTRY CONTROL BIOCK (ECB)
(type db_S$ecb_rec in /us/debug/db.debug$.ins.pas)

15 0
B et +
+00 | JuMP | .jmp
+ +
| TO |
+ + .Cs
| PROCEDURE |
B +
+06 | —> DATA |
+ + .db
| ARFA |
B +
40A | - - -~ - BIAND| .keys
R +
+0C | DEBUG |
+ + .debug
| INFO |
+10 A —+
B = 1 => Stop looking back in stack for inhbt routines
I =1 => Inhibit async faults for routine
A =1 => Apollo software
N = 1 => Debug info present
D = 1 => DB reg not saved
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EILENAME SUFFIXES

SUFFIX MEANING RECOGNIZED BY
ASM Assembler source Assembler (input)
+BAK Backup file Display manager (output)
.BIN Binary file Compilers (output)

.BND Binder
.BS Boot Shell command Boot Shell

.C C source CC (input)

.DATA Data file

JFIN FORTRAN source FIN (input)

HLP Help text HELP command (input)
.INS Insert file

JLST Listing file Compilers (output)
Map Map file Binder (output)
PAS Pascal source PAS (input)

.RFC Run file converter RFC command (output),
/sysboot (input)

D3M SUFFIX MEANING
.DDL Schema, subschema, aggregate schema DDL
JFMT Output from the RDL
JLST ASCII listing of the schema, subschema,
aggregate schema compiler
-RPT Output from the D3M/FORMATTER
.aD Executable D3M/DATAVIEW commands
.RDL Source for report writer )
UWA. XXX UWA definition generated by SSCH
AUX SUFFIX MEANING
.C C compiler
.0 Binary file from compiler
H C insert file
SCRIBE SUFFIX MEANING
.Mss Manuscript
.0TC Outline
.LPT Lineprinter
<AUX Auxillary
.ERR Error listing

These conventions are not requirements; you can give a
file any name you 1like, within the syntax rules. The
operating system does not check a file's contents against
its name. However, some programs assume that the names of
input files end with a particular suffix. For example,
the FORTRAN compiler requires that the names of its input
files end in .FIN.
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PATHNAME SYNTAX

Symbol Starting Point
// Network root directory
/ Node entry directory

Naming directory
Parent directory
. Or none Working directory
N /sys/node_data [ .nn]

Legal characters in names:

A-Z

a-z

0-9

$ (dollar sign)
- (underscore)
. (period)

Names cannot start with "_", ".", or digits.
Valid pathnames:

/PASCAL

\MISC/SAU_SOURCE
//US/INS/STREAMS . INS . FTN
~com

~1link_name

PASCAL EXTENSIONS

PAS compiler: Features for internal Apollo use only are
marked with (*).

A Pascal "procedure" or "function" may be given a variety
of attributes or options which may be used to change the
behavior of the routine or the system usage of the
routine.

VAL PARAM: (*)

"VAL PARAM" is an attribute which can be specified for a
procedure or function. When it is given, arguments which
are not to be changed by the called routine (i.e. 'value'
arguments and 'IN' arguments) and which are 32 bits or
less, are passed by "value" instead of by "reference".
This makes the code a little more efficient. If you use
this attribute, you may NOT invoke the routine £from
Fortran or C. Note that VAL-PARAM is superfluous if the
INTERNAL attribute is used, or the routine is nested.
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Example:

FUNCTION fnd name (IN pname : IDNLN REC;
IN pdef_flag : BOOLEAN) : OBJECT_PIR;
VAL_PARAM; EXTERN;

OPTIONS() clause

The "OPTIONS" clause is another way of giving procedure or
function attributes. It allows you to group your
attributes in one place. If you use the "OPTIONS" clause,
you may NOT have attributes outside it. Furthermore, the
"OPTIONS" clause permits additional attributes.

In the example above, the function could have been
specified as follows:

FUNCTION fnd_name (IN pname : IDNLN_ REC;
IN pdef_flag : BOOLEAN) : OBJECT_PTR;
OPTTIONS (VAL_PARAM, EXTERN) ;

Note that the attributes of VAL PARAM and EXTERN are
separate by commas in the OPTIONS clause.

Furthermore, the following attributes, if desired, may
ONLY be given in an OPTIONS clause. These are:

INHIBIT: (*)

The inhibit attribute sets a bit in the ECB flags which
inhibits asynchronous faults for the routine.

BACKSTOP: (*)

The backstop attribute sets a bit in the ECB flags which
stop looking back in stack for "inhibit"ed routines.

VARIABLE:

The variable attribute allows a variable number of
arguments to be given to the routine invocation. The
number of arguments may be less than or equal to the
number of parameters in the declaration. It may NOT be
more. It is up to the writer of the routine to know how
many arguments were actually passed. Generally, some kind
of argqument count should be given as one of the arguments
(such as the first one).
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| |
SP —> | Automatic |
| Storage |
| |
B +
SB —> +00 | Caller's SB | =t
B + |
+04 | —> ECB | |
S |
+08 | 0 (unit list) | v
A} PREVIOUS
+0C | Caller's DB | STACK FRAME
A +
+10 | PC for Return |
A —t
+14 | —> ARGl |
R
+18 | —> ARG2 |
e +
| |
B +
+10+4*n | —> ARGn |
A e —t

| |

| |
Caller's DB is an optional field. 'DB not saved' bit in
ECB signals that it is not present.

STATUS WORD
("status_t" in base.spo.bbas)
31 24 23 16 15 0

| FSSSSSSS | AMMMMMMM | CCCCCCCCCCCCCCCC |

F = 1 => module couldn't handle error (fail bit)
S..S - Subsystem identification
A = 1 => asynchronous fault; only set during delivery

of fault (.async)
M..M - Module identification
C..C ~ Module-specific error code

See also CHAPTER 4 ERROR CODES.
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CHAPTER 8

SYSTEM DEBUGGING

DEBUG COMMAND FXTENSTONS

The following ocommands and other items are available in
the standard DEBUG, but are not advertised to the public.

New Commands

e REGS -- Display the registers of the target
program.

e DB — Invoke the machine-level debugger DB (see
below) .

e VA —— Show the Virtual Address of current program
location, one named routine, or a list of
variables:

VA [{ var[,...,var] | -Routine [<routine-name>]}]

VA by itself shows the current symbolic location
and the virtual PC.

VA -Routine [<routine-name>] shows the starting
address of the named routine, or the current
routine if the name is omitted.
VA varl[,...,var] shows the address of each
variable.
Options to Current Commands

Breakpoint

Breakpoint has an option to set a breakpoint on a virtual

address. The formats are:

Breakpoint -VA va_number
or

Breakpoint -VA routine-name\rva_number
The -VA option must be given. Then, if "va_number" is
given, this is take to be some virtual address where a
breakpoint will go.
If "routine_name\rva_number" is given, then the routine is
found, and the "rva_number" is assumed to be a

ZERO-RELATIVE number which is added to the start of the
named routine to make a virtual address breakpoint.
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Remember that DEBUG assumes base 10; hexadecimal numbers
must be given with a leading "16#". Also, NO CHECK is
done to see if the number supplied is legal.

Delete

Delete has an option to remove breakpoints made with the
-VA option. The formats are:

Delete -VA va_number
or
Delete -VA routine-name\rva_number

Miscellaneous
The List command is unchanged; you cannot list these -VA

breakpoints exclusively. Listing all breakpoints will
show them, however.

DEBUG has another invocation option which will show a
brief section map of the loading of the target program.
The option is "-smap", and it must come BEFORE the target
name., Example:

$ debug -smap zd/z.63.bin
Section Map:

# ILocation Size Name

1 002EA768 000002F4 PROCEDURES
2 00300000 O000FEDO DATAS

3 002EAASC 00000A76 DEBUGS

The section map is always displayed on ERROUT.

Also, here is some useful information which IS PUBLIC, but
which people often forget how-to do.

There are 3 debugger names which DEBUG looks for. If it
finds them, it does some special things:
‘cr (macro name; made with MACRO command)
‘max_array dim (debugger variable; made with SET command)
‘max_var_len (debugger variable; made with SET command)

Note that "help examine" explains the ‘max_... names, and
"help macro" explains the ‘cr name.
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DB_(MACHINE LEVEL DEBUGGER)

You enter the DB debugger by entering the DB command from

within a shell.
follow.

dl

ef

help

in <path>
lo <path>
ma <path> [-ex]
pc

fa

fc

sh

ss

tb

crash analysis

afblw|1l}[e] <sym>
am <path>

as [<asid>]

aste <addr>|<astex>
dp [<pid>]

dv <addr>

£f [<addr>]

gd <unit>
m
ms
P
pv <addr>
st

<args>

ts <pid or addr>

uid <hi> <lo> | <ad

vd <addr>

vp <addr>

wh[pldle] <sym or a
You execute from the DB
in response to the

g
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The formats of the internal DB commands

invoke emt
enter fim

install library

load program

map a file

display current pc
display last fault address
display last fault code
invoke new shell

single step

traceback current stack

commands :

access via symbol name

load Aegis Map

set/display current asid

print contents of aste

display pcb (first ten if no pid
entered)

convert db address to virtual
address

try to find stack frame in
addr - addr+1024

get (pbu) dcte

enter mapped mode

mapped search (just like md's 's')

enter physical (normal) mode

convert ppn to virtual address

display status at crash

traceback stack

dr> interpret uid

convert virtual address to db
address

convert virtual address to ppn

ddr> look up [proc|datalecb] or

address in aegis map

debugger by entering the g command

! prompt as follows:
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Lichts Program
Execute the lights program to show network status from
within the DB debugger as follows:

ILI OFF9C12 {virtual address of receive register}

Do not execute the lights program from a color node. It
will crash the network.

The transmit and receive status registers are displayed at
the bottom of the screen. These register are described in
Chapter 6 Peripheral I/O. To use the 1lights program do
the following:

o Exit from DB with the g command.

e Execute NETSTAT shell commands to send tokens
across the network.

e Study the status bits in the receive status

register.
To exit from the lights program execute the following
commands :
$ DB {to re-enter DB environment}

1LIO {Provide address of zero to lights program}
1 q {exit from DB environment}
<ctrl> F {remove lights from bottom of screen}
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MNEMONIC DEBUGGER

A <location> Access location

B <location> Breakpoint

C <start> <end> <target> Copy Memory

CA <start> CALL Subroutine

D <start> <end> <items/line> Dump Memory

DI <type><unit> <log vol> Define Disk

DL Down-line Loader

EX <filename> Load and Execute File
F <start> <end> <word> Fill Memory

G <location> Jump to Location

D Lists SAUn Directories
10 <filename> Load File

M Map Address Space

RE Reset System

S <start> <end> <value> <mask> Search Memory

SH <0-3> Spindown Winchester

P Unmap Address Space

V <start> <end> <target> Verify Memory

A [<size_spec>] <location>[<base_spec>]

Accesses <location> and prints address and contents
according to <size_spec> and <base_spec>.

B [<location>]

Sets/clears breakpoint at location specified. Breakpoint
is not inserted until G command. Previous instruction
reinstalled on breakpoint entry or vector entry.

C <start> <end> <target>

Copies memory defined by bounds <start> to <end> onto
memory starting at <target> through
<target>+<end>-<start>.

CA <start>

Calls the suwbroutine which starts at <start>. All

registers saved from the last entry except A0 are restored
immediately prior to the call.
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D [<size_spec>] <start> <end>

<items_per_line> [<base_spec>]

Dumps memory defined by bounds <start> to <end> onto
terminal printing address followed by specified
<items_per_line>. Default is one per line. The <size_spec>
controls the item-size to be dumped: byte, word, long,
instruction.

DI <W>[<F>[<N> [<nn>}[<S> <0-3> <1-10>

Disk defines the boot device: Winchester, Floppy, Node
(nn) , Storage Module unit 0-3, and logical volume 1-10.
Defaults are: W, 0, 1.

DL

Transfers control to the down-line loader.

EX <filename>

Execute restores the named file from the "SAU" directory
of the boot device and transfers control to it. After the
restore 1is complete, the IOW, HIGH, and START addresses
are displayed.

F <start> <end> [<word>]

Fills memory defined by bounds <start> to <end> with a
word value <word>.

G [<location>]

Jumps to <location> after inserting breakpoint (if any),
restoring all registers and SR.

D

List directory displays the oontents of the "SAU"
directory of the boot device.

I0 <filename>

Load restores the named file from the "SAU" directory of
the boot device. The LOW, HIGH, and START addresses are
displayed.

M

Maps address space and enables mmu. Memory rearranged as
shown under Address Space in Chapter 2.
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RE

Reset executes the RESET instruction. If entered while
running on CPU B, a second RESET instruction is executed
for CPU A. The debugger will initialize and wait for
terminal input. This ocommand also enables the POWER-OFF
key.

[<size_spec>] <start> <end> <value>
[<mask>] [<base_spec>]

Searches memory defined by bounds <start> to <end> for
<value> through optional <mask>. If <mask> is not
specified it defaults to $FFFFFFFF. The <size_spec>
controls the item-size to be searched: byte, word or
long.

SH <0-3>

Shuts down Winchester unit and acknowledges outstanding
interrupts. This command also enables the POWER-OFF key.

P

Turns off mapping. MMU is assumed at FFB400.

V [<size_spec>] <start> <end> <target>[<base_spec>]
Verifies equality of two memory areas defined by <start>
to <end> and <target> to <target>+<end>-<start>. If a

discrepancy is found the address in the first area and the
contents of each are printed in the appropriate format.
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Command Formats:
<command>[<size_spec>] [<parameter_list>] [<base_spec>]
<command> ::= A|B|C|D|DL|F|G|S|V|<empty>
<size spec> ::= :I|:B|:W[:L
<parameter_list> ::= <parameter> ... [up to 4]
<parameter> ::= <num_exp>|Dn|An|CCR|SR|
(An) |<num_exp> (An) [<num_exp> (<index_spec>) |
<num_exp> (An,<index_spec>) )
<num_exp> ::= <num>|* |<num_exp>+<num> | <num_exp>-<num>

<num> ::= <simple_number | $<simple_number> |
<base>$<simple_number> | ~<num> [<quoted_string>

<base> ::= <simple_number>

<quoted_string> ::= '<letter> ... <letter>' [up to 4]
<index_spec> ::= An.W|Dn.W|An.L|Dn.L

<base_spec> ::= :0|:D|:H|:A

Semantics:

:I ::= instr—sized items, output in mnemonic format.

:B ::= byte-sized items, output in numeric format.

:W ::= word-sized items, output in numeric format.

:L ::= longword-sized items, output in numeric format.
Parameters are evaluated to a memory location or to an MD
saved register, [e.g. Dn, An] or to a location computed
from a saved register [num(An)]. Up to four parameters
may be required. Unspecified parameters are set to zero.

:0 ::= numbers and immediate constants printed in octal.

:D ::= numbers and immediate constants printed in dec.

sH ::= numbers and immediate constants printed in hex.

:A ::= numbers and immediate constants printed in ASCII.
All numeric input defaults to hexadecimal. $num implies
hexadecimal, <base>$num implies base is <base> [ 8$777 is
octal, 281001 is binary 1.  <base_spec> and <size_spec>
may be specified anywhere in the command line as well as
anywhere in A command input (except in quoted strings).

All addresses and offsets are printed in hexadecimal
regardless of <base_spec>.
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CRASH ANALYSIS

Most fatal errors recognized by Aegis will be reported by
the crash system routine, which will point address
register 0 (AO) at a standard error code (see Chapter 4
ERROR QODES) and execute a TRAP instruction, causing entry
to the PROM mnemonic debugger with an "S" code (see
MNEMONIC DEBUGGER ERROR CODES in Chapter 4). Type

A (A0):L

and look up the resulting long-word displayed in the list
of Aegis error codes. If A0 is pointing to a standard
code, you have the immediate reason for the crash; if it
doesn't, something strange has happened. In either case,
A6 (SB) will probably point to the stack frame of (1) the
routine that called crash_system (which doesn't push a
frame) or (2) the routine that blew up. Refer to Stack
Frame format to trace back the BCB addresses of the
callers leading to the crash.

Other useful things to look at:

Bit 2 of the Bus Status Register (word at FFB40A):
if set then CPU B was running.

MMU Status Register (long word at FFB404):
Contains virtual address of last MMU miss (see MMU
Status Register).

In AEGIS' DATAS section (see map of AEGIS):
PROC_ (word) = PID of current process.
PCBR + (current PID*4) = PCB of current process (see
PCB).
CPUB_STATUS (long word) = last error code from CPUB
(only if now on CPUA).
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SYSTEM DUMPS

This routine saves the state of the system at the time of
the crash and allows you to write the saved information to
one of the following:

e A floppy diskette
e A file on another node

The dump routine copies the MMU, RING, and DISK registers
to main memory, and then writes their contents to disk or
file. After the registers have been copied, physical
memory is dumped, starting at $100000 and ocontinuing
through $200000 (1 Mb), skipping missing memory boards
where necessary. On completion, the dump routine executes
a TRAP instruction and returns to the Mnemonic Debugger
(MD) .

If a disk error occurs while the dump routine is
executing, the operation that encountered the error is
retried 25 times. If, after 25 attempts, the operation
has not successfully completed, the dump routine skips the
current record and page and resumes processing with the
next sequential page.

To use this routine, follow these steps:

1. To dump to a diskette, insert a diskette into the
floppy diskette drive of the Disk Storage Option.
The diskette must already be formatted (with
INVOL) for 1231 blocks, and must be write-enabled.
(To write-enable the diskette, cover the
write—enable hole with a gummed label.)

2. Issue the sequence of MD commands listed below.

commands listed below use the following
conventions.
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Conventions

<RETURN> Press the Return key

[junk] Irrelevant value returned by mnemonic debugger (MD)
[sp] Number representing the Stack Pointer value

$ Prefix used to identify numbers as hexadecimal to MD

MD Commands Comments

>D A7:L<RETURN> Get Stack Pointer

NNNNNNNN: - XXXXXXXX Note value displayed (XXXXXXXX);
it is the
Stack Pointer in hexadecimal.

>RESET<RETURN> Reset the system

><RETURN>

MD mmy/dd/yy

>A 100000:L<RETURN> Store Stack Pointer

100000: [junk] Sxxxxxxxx[SP]/ Replace junk with Stack Pointer
value (xxxxxxxx) from above;

enter /

Then execute either

>G 100COO<RETURN> Start DUMP to floppy

or

>DI N nn nn is the node id of the node on
which the dump file is created.
The memory dump
routine returns the name of
the dump file.

>G 100C04 Start the DUMP to a file

3. When the dump routine is complete, it executes a
TRAP $F instruction and returns to MD.

If the system appears hung, make sure the NORMAL/SERVICE
switch is in the SERVICE position and type CTRL/<RETURN>,
to pass control to the mnemonic debugger (MD). If this
fails, press the RESET
switch.
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/SYSIEST/SSR UTIL

The following commands are available for system debugging

in /SYSTEST/SSR_UTIL.

e BCR -- BINARY_CROSS_REFERENCE produces a cross

System Debugging

reference from a list of object modules, whose
names are read from standard input. Only the
global symbols referencable from outside the
module are cross referenced.

Usage: BCR

DISK_ ERR -- Displays information about last
recorded disk error.

Usage: DISK_ERR

DMPF — Dump_file dumps a file of any type to
STDOUT interpreted in hexadecimal and ASCII. If
hex_start_offset is given, it specifies the byte
of the file at which to start dumping. If
hex_end_offset is given, it specifies the byte of
the file at which to stop dumping. The first byte
of the file is at offset 0. By default Dump_file
dumps the entire input file.

Usage: DMPF input_pathname [-From hex_start_offset]
[-To hex_end_offset]

FMPD -- FORMAT_PROCESS DUMP formats a process dump
and writes the formatted dump to standard output.
Process dumps are made by the process manager when
a process terminates abnormally and appended to
the file "‘node_data/proc_dump". Information
included is similar to that provided by the
FAULT_STATUS (FST) and TRACE_BACK (TB) commands.

The pathname(s) are the name(s) of files
containing unformatted process dumps. If none is
given, "‘node_data/proc_dump" is assumed. The
explicit dump file name facility allows dumps to
easily be saved by copying the
"*node_data/proc_dump" file.

Usage: FMPD [pathname...]

LTBL —- Prints the debug line number table

Usage: LTBL (enter object module, the help)
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® NETEX — Provides network statistics for all nodes
in the network.

Usage: NETEX
<ctrl> Z to stop and display information

e OBJDMP — Dumps an object (.bin) file
Usage: OBJDMP infile [-L[IST] [outfile|-]]

® RINGIOG — Monitors network traffic in and out of
a node

Usage: RINGLOG [-start | -stop | -read]

-Start  activate ring network message logging

~-Stop deactivate ring network message logging
(if active) and display current contents
of the log. (This is the default!)

-Read display current contents of the log.
(Different from STOP because STOP
deactivates logging if it is active.

® RWVOL —— RWVOL reads one physical disk address at
a time, and puts it into a buffer in memory. The
program first asks you to specify the controller
type, and then to specify whether you want to read
(R) or write (W) the disk address. If you plan to
write to the disk, first choose the "R" option to
read the address first.

When you choose the "R" option, the program asks
you to enter the physical disk address (Daddr:) to
be read; enter it in hex. The program next asks
you for the memory address to be used for the
buffer containing the data it reads from the
disk. If you are reading only one record at a
time, you can issue a <CR> to use a default
location for the buffer, which RWOL then
displays. If you specified a start address, you
must specify an end address when prompted for it;
otherwise just type <CR>.

After RWOL displays the "Donel!" message, you can
use DB (if you are running online), or the
Mnemonic Debugger (if you are running offline) to
look at the ocontents of the record that you have
read, in the location the program displayed for
the buffer.

Usage: \ RWVOL
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e SALT -- SALT finds all uncatalogued permanent
objects in a wvolume. It uses or creates a
directory ORPHANS in the root of the volume and
enters the names of all objects not catalogued
elsewhere. Uncatalogued directories are found
first, so no redundancy occurs. SALT will catalog
the OS paging file which should not be deleted,
but simply uncatalogued. Only use SALT if you
have full ACL rights.

Usage: SALT [ -V | -VERIFY ] [ volume_pathname ]
The options are:

-V verify only; don't catalog any orphans
~VERIFY
e SIOLOGIN —-- SIOLOGIN listens to an sio line,

invokes the login sequence and if the 1login is
successful, runs the program, prog. If prog is
not specified, /com/sh is invoked. Dev_name is the
sio device descriptor pathname and must be
specified. Options, if specified, must precede
the prog and its arguments.

SIOLOGIN is most useful in oonjunction with
SIOMONIT.

Usage: SIOLOGIN dev_name [[-DIALIN] [-N name]
prog [ args...]]

Options:

-DIALIN The sio line connection is remote. If
the line is a dialup, SIOLOGIN asks for
an access password before invoking the
login sequence. The access password is
a single string read from
*node_data/siologin_access. Also for
remote lines, SIOLOGIN waits for
carrier detect and hangs up after the
invoked program returns. If the
connection is local, siologin waits for
a cr before beginning the login
sequence. SIOLOGIN logs invalid
logins in ‘node_data/siologin_log.

-N name specifies the name to give the process.
(Takes precedence over the cpo option -n
when siologin is cpo'd directly instead
of through siomonit.)

e SIOMONIT -- SIOMONIT allows repeated logins over
sio lines, independent of login/logout activity
at the node keyboard. The file, filename,
contains argument lists to be passed to
invocations of siologin (see the description of
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siologin for more information). A  maximum of
three argument lists (one per sio 1line) are
processed. SIOMONIT must be cpo'd from the DM's
startup file (“node_data/startup or
/sys/dm/startup) to enable the logins to work.

Usage: SIOMONIT filename

Each arqument list in the file must have the form:
[-Repeat] siologin_arg list
where:

-R[epeat] means re-invoke this process
when it returns.

siologin_arg list is an siologin argument list
of the form:

dev_pathname [[-dialin] [-n procname]
prog [ args ...]]

For each argument list, siomonit invokes:
/com/siologin siologin_arg list

Arguments are passed to siologin uninspected. If
a pgm_S$invoke fails, it is removed from the
list. If a process returns from its first
invocation within 15 seconds or if it returns
from subsequent invocations within 15 seconds, it
is removed from the list, Comments may be
included in the file and must begin with
Siomonit writes a log of its problems in
‘node_data/siomonit_log.

This program idles, waiting for a fault when it
has no processes left to wait for or repeat.
Receiving a 'stop' fault causes it to exit; a
'quit' fault causes it to resume from the
beginning. (If not idling, quit fault acts like
stop fault). If siologin processes fail to stay
up, check both siologin_log and siomonit_log,
correct the problem(s) and issue 'sigp siomonit'
to begin again. Use 'sigp siomonit -stop' to  kill
siomonit.

e XMI' -—- Examines magtape. This program is
interactive and will print out a list of possible
commands that can be executed if help if typed
once the program has been entered.

Usage: XMT
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A-1 ASCII CHARACTER SET

oct hex

00 00 NUL
01 01 SOH
02 02 STX
03 03 ETX
04 04 EOT
05 05 ENQ
06 06 ACK
07 07 BEL
10 08 BS
11 09 HT
12 0A NL(LF)
13 0B VT
14 0C FF
15 0D CR
16 OE RRS
17 OF BRS
20 10 RCP
21 11 XON
22 12 HLF
23 13 XOFF
24 14 HIR
25 15 NAK
26 16 SYN
27 17 ETB
30 18 CAN
31 19 EM
32 1A SuB
33 1B ESC
34 1C Fs
35 1D GS
36 1E RS
37 IF US
40 20 sp
41 21 !
42 22 "
43 23 #
4 24 3
45 25 %
46 26 &
47 27 !
50 28 (
51 29 )
52 2A *
53 2B +
54 2¢ ,
5 2> -
56 2E .
57 2F /

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
Il
|
|
|
|
:
|
|
|
|
|
|
|
|
|
|
|
|
|
|
{
|
|
|
|
|
|

oct

140
141
142
143
144
145
146
147
150
151
152
153
154
155

157
160
161
162
163
164
165
166

170
171
172
173
174
175
176
177

hex dec
60 96
6l a 97
62 b 98
63 c 99
64 d 100
65 e 101
66 f 102
67 g 103
68 h 104
69 i 105
6A j 106
6B k 107
6C 1 108
6D m 109
6E n 110
6F o 111
70 p 112
71 g 113
72 r 114
73 s 115
74 t 116
75 u 117
76 v 118
77 w 119
78 x 120
79 y 121
Az 122
B { 123
c | 124
D } 125
7E 126
7F DEL 127
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dec oct hex
00 | 60 30 0
01 | 61 31 1
02 | 62 32 2
03 | 63 33 3
04 | 64 34 4
05 | 65 35 5
06 | 66 36 6
07 | 67 37 7
08 | 70 38 8
09 | 71 39 9
100 | 72 3A :
11 | 73 3B ;
12 | 74 3C <
13 | 75 3 =
14 | 76 3E >
15 | 77 3F 2
16 | 100 40

17 | 101 41 A
18 | 102 42 B
19 | 103 43 C
20 | 104 44 D
21 | 105 45 E
22 | 106 46 F
23 | 107 47 G
24 | 110 48 H
25 | 111 49 I
26 | 112 4 J
27 | 113 4B K
28 | 114 4 L
29 | 115 4 M
30 | 116 4E N
31 | 117 4F O
32 | 120 50 P
33 | 121 51 Q
34 | 122 52 R
45 | 123 53 S
36 | 124 54 T
37 | 125 55 U©
38 | 126 56 V
39 | 127 57 W
40 | 130 58 X
41 | 131 59 Y
42 | 132 5A 2
43 | 133 5B |
44 | 134 5C \
45 | 135 5D ]
46 | 136 5B °
47 | 137 5F _

A-1
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B-1 POWERS OF TWO

2%*n n hex
1] 0] 1
2] 1] 2
4] 2| 4
81 3] 8
16 | 4| 10
32| 5] 20
64| 6| 40
128 | 71| 80
256 | 8| 100
512 | 9| 200
1024110 | 400
2048 | 11 | 800
409 | 12 | 1000
8192 | 13 | 2000
16 384 | 14 | 4000
32768 | 15 | 8000
65 536 | 16 | 1 0000
131 072 | 17 | 2 0000
262 144 | 18 | 4 0000
524 288 | 19 | 8 0000
1048 576 | 20 | 10 0000
2097 152 | 21 | 20 0000
4194 304 | 22 | 40 0000
8388 608 | 23 | 80 0000
16 777 216 | 24 | 100 0000
33 554 432 | 25 | 200 0000
67 108 864 | 26 | 400 0000
134 217 728 | 27 | 800 0000
268 435 456 | 28 | 1000 0000
536 870 912 | 29 2000 0000
1073 741 824 | 30 4000 0000
2 147 483 648 | 31 8000 0000
4 294 967 2% | 32 1 0000 0000
8 589 934 592 | 33 2 0000 0000
17 179 869 184 | 34 | 4 0000 0000
34 359 738 368 | 35 | 8 0000 0000
68 719 476 736 | 36 | 10 0000 0000
137 438 953 472 | 37 | 20 0000 0000
274 877 906 944 | 38 40 0000 0000
549 755 813 888 | 39 80 0000 0000
1 099 511 627 776 | 40 100 0000 0000
2 199 023 255 552 | 41 200 0000 0000
4 398 046 511 104 | 42 400 0000 0000
8 796 093 022 208 | 43 800 0000 0000
17 592 186 044 416 | 44 1000 0000 0000
35 184 372 088 832 | 45 | 2000 0000 0000
70 368 744 177 664 | 46 | 4000 0000 0000
140 737 488 355 328 | 47 | 8000 0000 0000
281 474 976 710 656 | 48 | 1 0000 0000 0000
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/SYSTEST/SSR_UTIL, 8-12
-A-

Account Header,
Account Record,
acct_sheader in
acct.ins.pas, 5-11
acct_Srecord_t in
acct.ins.pas, 5-11
ACL Entry, 5-2
ACL Header Record, 5-1
ACL Record, 5-1
acl_Sentry in acl.ins.pas, 5-2
acl_s$hdr in acls.pvt.pas, 5-1
acl_srep in acls.pvt.pas, 5-1
ACLS STRUCTURE, 5-1
ACL Header Record, 5-1
ACL Record, 5-1

5-11
5-11

ADDRESS SPACE, 2-1, 7-1
DN300, 2-1
DN4xx and DN600, 2-2
Physical Address Space,
Virtual memory, 7-2
ADDRESSING MODES, 2-3
AEGIS, 1-1
AEGIS ERROR CODES, 4-1
AEGIS SYSTEM RELATIONSHIPS, 1-1
Apollo I Keyboard - Map, 6-16
Apollo I Reyboard Chart -
Physical, 6-17
Apollo I Keyboard Chart -
Translated (user mode),
Apollo II Keyboard - Map,
Apollo II Keyboard Chart -
Physical, 6-20
Apollo II Keyboard Chart -
Translated (user mode), 6-21
ASSEMBLER LANGUAGE SUMMARY,
Program format, 7-3
Statement Syntax, 7-3
Expression Syntax, 7-4
Op Codes, 7-4
Pseudo-ops, 7-5
Usage Information, 7-7
Conditional Assembly
Pseudo—-ops, 7-8
aste t in vm.ins.pas, 1-2

7-1

6-18
6-19

7-3

-B-

BAT, 5-2
bat_blk in vol.ins.pas, 5-2
bat_hdr_t in vol.ins.pas, 5-3
blk_hdr_t in base.spo.bbas, 5-7
BLOCK AVAILABILITY TABLE

(BAT), 5-2
BLOCK AVAILABILITY TABLE

-C-

CACHE, 2-3
CALLING SEQUENCE, 7-8
Channel Control Block, 6-22
CLOCK, 1-5
CLOCK, 2-4
clock_t in base.ins.pas, 1-5 2-4
Command Line Syntax (conditional
processing), 7-9
CONDITION QODES, 2-5
Conditional Assembly
Pseudo-ops, 7-8
CONDITIONAL PROCESSING, 7-9
Command Line Syntax, 7-9
Syntax Restrictions, 7-9
Semantics, 7-10
CONDITIONAL TESTS, 2-6
QONFIGURATION, 2-7
DN300, 2-7
DN4xx and DN600, 2-8
CPU AND MEMORY, 2-1
CRASH ANALYSIS, 8-9

-D-

DB (MACHINE LEVEL DEBUGGER), 8-3
Lights Program, 8-4

db_Secb_rec in

/us/debug/db.debug$.ins.pas, 7-11

,

dcte.t in io.ins.pas, 1-5
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DEBUG COMMAND EXTENSIONS, 8-1
New Commands, 8-1
Options to Current
Commands, 8-1
Definitions, PEB, 6-25
DEVICE ADDRESSES (PIO), 6-1
DIAGNOSTIC ERROR CODES, 4-31
dir_entry_t in name.pvt.pas, 5-4
dir_t in name.pvt.pas, 5-3
dir_t in name.pvt.pas, 5-5
Directory Entry, 5-4
Directory Entry Block, 5-5
Directory Header, 5-5
Directory Info Block, 5-4
Directory Overview, 5-3
DIRECTORY STRUCTURE, 5-3
Directory Overview,
Directory Info Block,
Directory Entry, 5-4
Directory Entry Block, 5-5
Directory Header, 5-5
Notes on directories,
DISK BLOCK HEADER. 5-7
DISK CONTROLLER TABLE ENTRY, 1-5
DISK PARAMETERS, 6-1
DISK VOLUME TABLE ENTRY, 1-6
DISK/VOLUME FORMAT, 5-8
DISPIAY BOARD JUMPERS, 3-1
DNdxx, 3-1
DN600, 3-2
DISPLAY CQONTROL AND STATUS
REGISTER (DCSR), 3-4
DN300, 3-4
DN4xx, 3-5
DN600, 3-6
DISPLAY HARDWARE,
DMA Control/Status
Registers, 6-45
DMA QONTROLLER (DN300 ONLY), 6-4
DN300, address space, 2-1
BLT registers, 3-8
configuration, 2-7
display control and status
reg, 3-4
exception error stack
frame, 2-9
floppy controller, 6-8
MMU Status Register, 2-20
PID/PRIV Register, 2-20
Ring/Disk 6-29,

5-3
5-4

5-6

3-1
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DM4xx, BLT registers, 3-8
display board jumpers, 3-1
display control and status

reg, 3-5

DN4xx and DN600, address

space, 2-2
Bus Status Register, 2-21
Clear MMU Status, 2-21
configuration, 2-8
CPU A Control Register, 2-21
Enable CPU B Register, 2-22
exception error stack
frame, 2-11
floppy controller, 6-12
MMU Status Register, 2-21
PID/PRIV Register, 2-20
Ring/Disk, 6-33

DN600, display board jumpers, 3-2
BLT registers, 3-9
display control and status

reg, 3-6
Double Precision Floating Point
Format, 2-13
dvte_t in disk.pvt.pas, 1-6

~E-

Early ACK Field, 1-16

ECB, 7-11

ecnode_t of base.in.pas, 1-6

ENTRY OONTROL BLOCK (ECB), 7-11

entry block_t in

name.pvt.pas, 5-5

ERROR CODES AND MESSAGES,
AEGIS ERROR CODES, 4-1
BOOT ERRORS (PROM), 4-31
DIAGNOSTIC ERROR CODES,
MNEMONIC DEBUGGER ERROR
CODES (PROM), 4-32
SYSBOOT ERROR CODES, 4-33

EVENT COUNT, 1-6

eventcount_t of base.ins.pas, 1-6

EXCEPTION ERROR STACK FRAME, 2-9
DN300, 2-9
DN4xx and DN600, 2-11

EXCEPTION TYPES, 2-11

EXCEPTION VECTORS, 2-12

Expression Assembler Syntax, 7-4

4-1

4-31

index-2



—P-

FAULT DIAGNOSTIC RECORD, 1-7
fault_$bus_info_t in
fault.ins.pas, 2-11
fault_$diag_ t in
fault.ins.pas, 1-7
FILE MAP, 5-9
FILE SYSTEM, 5-1
FILENAME SUFFIXES, 7-12
FLOATING POINT FORMAT, 2-13
Single Precision Floating
Point Format, 2-13
Double Precision Floating
Point Format, 2-13
FLOPPY CONTROLLER, 6-8
DN300, 6-8
DN4xx and DN600, 6-12

~H-
Header Registry Record, 5-10
-I-

I1/0 MAP, 6-14

I/0 MAP ALIOCATION,

infoblk_hdr_t in

name.pvt.pas, 5-4

INSERT FILES,
acct.ins.pas, 5-11
acl.ins.pas, 5-2
acls.pvt.pas, 5-1
base.ins.pas, 1-5, 2-4, 5-14,
5-23
base.spo.bbas, 2-14, 2-22,
5-7
disk.pvt.pas, 1-6
ecnode_t of base.in.pas, 1-6
eventcount t of
base.ins.pas, 1-6
fault.ins.pas, 1-7, 2-11
io.ins.pas, 1-5
mmap.bbvt.bbas, 2-22
mmap.pvt.pas, 1-9
name.pvt.pas, 5-3 to 5-5
ppo.ins.pas, 5-10

6-15

procl.pas, 1-12
rgy.ins.pas, 5-12
sbase.ins.pas, 5-13
vm.ins.pas, 1-2, 1-8, 1-11
vol.ins.pas, 5-2, 5-3, 5-17,
5-19, 5-20 to 5-22

I0 MAP, 2-14
K-
KEYBOARD, 6-16

Apollo I Keyboard - Map, 6-16
Apollo I Keyboard Chart -
Physical, 6-17

Apollo I Keyboard Chart -
Translated (user mode), 6-18

Apollo II Reyboard — Map, 6-19

Apollo II Keyboard Chart -
Physical, 6-20

Apollo II Keyboard Chart -
Translated (user mode), 6-21

-L-

Lights Program, 8-4
1lv_label_t in vol.ins.pas, 5-17

M-

MACHINE LEVEL DEBUGGER. 8-3
MAGTAPE CONTROLLER, 6-22
System Configuration Pointer
(at xxxFF6), 6-22
System Configuration Block,
6-22
Channel Control Block, 6-22
Parameter Block, 6-23
MAPPED SEGMENT TABLE (MST), 1-8
MCSR Control (Write-Only), 2-15
MCSR Status Register (Read-Only),
2-15
MEMORY BOARD JUMPERS FOR DN4XX
AND DN600, 2-16
Memory Control Register, 2-14
MEMORY CONTROL/STATUS REGISTERS
(MCSR) FOR DN300, 2-14
Memory Control Register, 2-14

APOLLO CONFIDENTIAL INTERNAL USE ONLY.

index-3



Memory Status Register, 2-14
MEMORY CONTROL/STATUS REGISTERS
(MCSR) FOR DN4XX AND DN600, 2-15
MCSR Control (Write-Only),
2-15
MCSR Status Register
(Read-Only), 2-15
MEMORY MANAGEMENT UNIT
(M), 2-19
DN300 PID/PRIV Register, 2-20
DN300 MMU Status Register,
2-20
DN4xx and DN600 PID/PRIV
Register, 2-20
DN4xx and DN600 CPU A Control
Register, 2-21
DN4xx and DN600 MMU Status
Register, 2-21
DN4xx and DN600 Clear MMU
Status, 2-21
DN4xx and DN600 Bus Status
Register, 2-21
DN4xx and DN600 Enable CPU B
Register, 2-22
MEMORY MAP (MMAP), 1-9
MEMORY MAP ENTRY (MMAPE),
Memory Status Register,
Message Data, 1-17
Message Header, 1-14

1-9
2-14

mmape in mmap.pvt.pas, 1-9

MNEMONIC DEBUGGER, 8-5

MNEMONIC DEBUGGER ERROR CODES
(PROM), 4-32

MU, 2-19

MST, 1-8

mste in vm.ins.pas, 1-8

MULTIBUS DEVICE ADDRESSES, 6-25

-N-

8-1
5-6

New debug Commands,
Notes on directories,

-0~

Op (Assembler) Codes, 7-4
Options to Current Debug
Commands, 8-1

OS MAPPING, 1-10

-p-

PAGE FRAME TABLE ENTRY
(PFTE), 2-22
PAGE MAP, 1-11
PAGE TRANSLATION TABLE ENTRY
(PTTE), 2-22
PAGING SYSTEM, 1-11
Parameter Block, 6-23
PASCAL EXTENSIONS, 7-13
PATHNAME SYNTAX, 7-13
PCB, 1-12
PEB, 6-25
Definitions, 6-25
PEB Control Register Bits,
-26

Useful Combinations, 6-26
PEB Status Register Bits,
6-26
PEB Commands,
PEB Commands, 6-26
PEB Control Register Bits, 6-26
PEB Status Register Bits, 6-26
PERIPHERAL I/0, 6-1
PFTE, 2-22
pfte in mmap.bbvt.bbas, 2-22
Physical Address Space, 7-1
PIO,
pmape in vm.ins.pas, 1-11
ppn_t in base.spo.bbas, 2-14,
2-22
PPO Record, 5-10
ppo_Sheader_t in ppo.ins.pas, 5-10
ppo_$record_t in ppo.ins.pas, 5-10
procl t in procl.pas, 1-12
PROCESS CONTROL BLOCK (PCB), 1-12
PROCESSES, 1-13
Program format, assembler,
PROGRAMMING INFORMATION, 7-1
PROM, 4-31
Pseudo-ops, assembler,
PTTE, 2-22
pv_label t in vol.ins.pas, 5-19

6-26

7-3

7-5

-R-

RECORD TYPES,
acct_sheader in acct.ins.pas,
5-11
acct_srecord_t in
acct.ins.pas, 5-11
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acl$entry in acl.ins.pas, vtoce in vol.ins.pas, 5-21
5-2 vtoce_hdr_t in vol.ins.pas,
acl_$hdr in acls.pvt.pas, 5-1 5-21, 5-22

acl_srep in acls.pvt.pas, 5-1 vtocx_t in base.ins.pas, 5-23
aste_t in vm.ins.pas, 1-2 REGISTER SET, 2-23

bat_plk in vol.ins.pas, 5-2 REGISTRY FORMAT, 5-10

bat_hdr_t in vol.ins.pas, 5-3 Header Record, 5-10
blk_hdr_t in base.spo.bbas, PPO Record, 5-10

57 . . Account Header, 5-11
clock_t in base.ins.pas, 1-5, Account Record, 5-11

2-4 Registry Record, 5-12
dcte_t in io.ins.pas, 1-5 Registry Record, 5-12
dir_entry_t in name.pvt.pas, RESOURCE LOCK, 1-17

5-4 rgy_Sregistry t in rgy.ins.pas,

d@r_t in name.pvt.pas, 5-3 5-12
dir_t in name.pvt.pas, 5-5  RING PACKET FORMAT, 1-14

dvte_t in disk.pvt:..pas, 1-6 Message Header, 1-14
ecnode_t of base.in.pas, 1-6 Type Field, 1-15

entry _block_t in name.pvt.pas, Early ACK Field, 1-16

5-5 Message Data, 1-17
eventcount_t of base.ins.pas, RING/DISK, 6-29

1-6 ) ) DN300 Ring/Disk, 6-29
fault_sbus_info_t in DN4xx and DN600 Ring/Disk,
fault.ir)s.pas, 2-11 6-33

fault_sc?J.ag_t in DMA Control/Status Registers,
fault.ins.pas, 1-7 6-45

infoblk_hdr_t in
name.pvt.pas, 5-4
1lv_label _t in vol.ins.pas,

5-17 -5-
mmape in mmap.pvt.pas, 1-9
mste in vm.ins.pas, 1-8 Semantics, 7-10
pfte in mmap.bbvt.bbas, 2-22 SERIAL I/0 INTERFACE FOR DN300,
pmape in vm.ins.pas, 1-11 6-48
ppen_t in base.spo.bbas, 2-14, SERIAL I/0 INTERFACE FOR DN4XX
2-22 AND DN600, 6-56
ppo_S$header_t in ppo.ins.pas, SIO Write Control/Status
5-10 Registers, 6-57

ppo_Srecord_t in ppo.ins.pas, SIO Read Control/Status
5-10 Registers, 6-59

procl t in procl.pas, 1-12 Single Precision Floating Point

pv_label t in vol.ins.pas, Format, 2-13

5-19 SIO Read Control/Status
rgy_S$registry_t in Registers, ~ 6-59
rgy.ins.pas, 5-12 SIO Write Control/Status
stream $hdr_rec_t in Registers, 6-57
sbase.ins.pas, 5-13 STACK FRAME, 1-18

uid_t in base.ins.pas, 5-14 STACK FRAME, 7-15
vtoc_blk_t in vol.ins.pas, Statement Syntax, Assembler, 7-3

5-20 . . STATUS WORD, 1-18
vtoc_mape in vol.ins.pas, STATUS WORD, 7-15
5-22 STREAM FILE HEADER, 5-13
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stream_$hdr_rec_t in
sbase.ins.pas, 5-13
Syntax Restrictions, Assembler,
7-9
SYSBOOT ERROR CODES, 4-33
System Configuration Block, 6-22
System Configuration Pointer
(at xxxFF6), 6-22
SYSTEM DEBUGGING,
SYSTEM DIRECTORIES,
SYSTEM DUMPS, 8-10

8-1
1-19

-1

6-60

6-60
1-19
1-15

TIMERS,

TOUCHPAD,
TRAP CODES,
Type Field,

~U-
UID Hash Algorithm, 5-14

uid_t in base.ins.pas, 5-14
UIDS —- System, 5-15

UID Hash Algorithm, 5-14
UIDS — System, 5-15
UNIQUE IDENTIFIER (UID), 5-14

Usage Information, Assembler,
7-7
Useful PEB Combinations, 6-26

V-

Virtual memory, 7-2

VOLUME LABEL. —— LOGICAL, 5-17
VOLUME LABEL —- PHYSICAL, 5-19
VIOC BLOCK, 5-20

VIOC ENTRY, 5-21

VIOC HEADER. 5-22

5-22

vtoc_blk_t in vol.ins.pas, 5-20

vtoc_mape in vol.ins.pas, 5-22

vtoce in vol.ins.pas, 5-21

vtoce_hdr_t in vol.ins.pas, 5-21,
5-22

vtocx_t in base.ins.pas, 5-23
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READER'S RESPONSE

Apollo Computer uses readers' comments in revising and improving

our documents.

Document Title: Apollo DOMAIN Engineering Handbook

Document Revision: 01
Order Number: 002398

What is the best feature of this manual?

Please list any errors, omissions, or problem areas
(Identify errors by page, section, figure, or table
possible.)

in the manual.
number wherever

What type of user are you?

____ Systems programmer; language
—__ Applications programmer; language
—— Apollo SSR

How often do you use the Apollo system?

Nature of your work on the Apollo system:

Your name Date
Organization

Street Address

City State Zip/Country

APOLLO CONFIDENTIAL . INTERNAL USE ONLY.



