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THE DEBATE ON INFORMATION PRIVACY: PART 1 

Existing and pending "information privacy" legislation-both 
in the U.S. and in other countries-has been receiving much atten
tion in the trade press. Perhaps you have been wondering how this 
legislation might affect your data processing operations. Or you 
might have heard widely conflicting opinions about the costs this 
legislation might impose on your company. The question is 
clouded because the privacy legislation applies to many aspects of 
an organization's operation in addition to data processing. In this 
report, we will concentrate on the possible impact of the pro
posed legislation in the U.S. on the data processing function, in
cluding the changes that will be needed in collecting and 
maintaining personal information on individuals. This is only one 
part of the total impact, of course, but it is a part in which you are 
likely to be very interested. 

On December 31, 1974, the U.S. Congress 
passed landmark privacy legislation and Presi
dent Ford signed the Privacy Act of 197 4 into law 
on January 1, 1975. This Act imposes constraints 
and requirements on how U.S. federal agencies 
handle information about people. The provisions 
of the Act became effective on September 27, 
1975. 

In early April 1975, the U.S. National Bureau of 
Standards, in cooperation with the Mitre Corpo
ration, sponsored a three day conference on "the 
privacy mandate." A good part of the discussion 
at that conference dealt with the problems of im
plementing the new law in federal agencies. But 
the conference took a broader viewpoint than just 
that. It also considered the proposed legislation, 
at both federal and state levels, that would extend 
the privacy mandate into the private sector. Ref
erence 4 is a summary report of that conference. 

A history of the information privacy program 
of the IBM Corporation was discussed at the 

above mentioned conference. We will give the 
highlights. 

IBM's experience 

An early indication if IBM's concern with inl
proving the handling of information about their 
employees occurred in 1965 when Thomas J. 
Watson, Jr., then Chairman of the Board, wrote a 
letter to management defining an employee's 
right of access to his or her personnel folder. In 
1968, a similar letter dealt with the separation of 
personal and business life. And in 1971 and again 
in 1973, selected groups of people made a thor
ough review of where personal data about em
ployees was being stored and how it was handled. 
Then in 1974, the first formal management train
ing was conducted on privacy measures for infor
mation about employees. 

Through April 1975, the major changes that 
were made had to do with the collection and re
lease of personal information about employees. 
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Each data item on the employment application 
forms, the employment records, the career 
records, and so on was scrutinized and ques
tioned. Some data items, such as the history of 
nervous disorders and prior arrests, were deleted 
from the employment application forms; how
ever, a question about convictions in the past five 
years was retained. The company stopped using 
personality tests and outside investigatory reports 
on applicants for employment. The use of the em
ployee's social security number as an identi
fication number was stopped; this number was 
removed from employee identification badges 
and is no longer provided, for instance, to insur
ance companies in connection with insurance 
claims. 

IBM's previous policy had been that an em
ployee's immediate manager was-the one respon
sible for hiring, promotion, firing, aid in solving 
personal problems, and so on. But with the con
cern for individual privacy, some personal infor
mation about employees-such as a history of past 
illnesses, insurance beneficiaries, and history of 
prior convictions-no longer is given to immedi
ate managers as they have no "need to know" 
such information. 

The "need to know" criterion is now much 
more strictly enforced with regard to the release 
of personal information. An immediate manager, 
plus his manager, have authorized access to an 
employee's employment folder-but only for the 
information needed for the question at hand. 
When an outside company calls to verify that 
someone is indeed an IBM employee, the amount 
of information disclosed is very limited unless the 
employee agrees in writing to the release of addi
tional information .. 

These are the salient points of what IBM has 
accomplished to date in the handling of employ
ees' personal data. So far, costs have been in
curred on a running basis. In many instances, new 
forms have replaced outdated forms only when 
supplies of the old forms were exhausted. Also, in
terviewers simply stopped asking some questions 
that they had asked previously. Interestingly, rel
atively few employees asked to see their employ
ment folders when informed of their rights to do 
so. One of the problems encountered has been in 
the feelings and attitudes of managers, who in 
some instances thought that the company was en
dorsing a lowered level of concern for employees. 
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IBM's privacy program has only just begun. 
The company is in the process of establishing 
practices more in harmony with the pending pri
vacy legislation in the following areas. 

1. Identification of all files containing personal information 
about employees. 

2. Determining the kinds of personal information collected 
and retained. 

3. Informing employees how the personal information is 
used. 

4. Limiting the dissemination of personal information. 
5. Providing an employee access to his own personal records. 
6. Providing ways for an employee to correct his own per

sonal records. 
7. Controlling the release of personal information outside the 

company. 
8. Identifying the sources of personal information. 

In studies to date, IBM has found that there 
were some 128 files containing personal informa
tion about employees at corporate headquarters 
alone. Much more employee information is stored 
at IBM's twelve divisions, one subsidiary, and at 
other locations within the U.S. In addition, IBM 
World Trade Corporation and its subsidiaries 
have similar employee data files throughout the 
world. It is likely that the company will adopt 
somewhat different practices for the different 
countries, depending on individual laws and 
customs. 

As mentioned, the significant progress that 
IBM has made to date in establishing these prac
tices has proved to be in harmony with privacy 
legislation. Also, it has involved no major costs, 
we were told. Much of it has involved the change 
in design of forms, no longer asking certain ques
tions, and no longer releasing information as in 
the past. It looks as though the major impacts, 
from a cost standpoint, still lie ahead. Further, as 
IBM points out, so far they have dealt mainly with 
employee information. They still must consider 
stockholder information, customer information, 
vendor information, and so on, for the many types 
of files that carry personal information. 

For more information on IBM's approach to 
the privacy question, see Reference 9. 

Discussion of the IBM program 

At the conclusion of the presentation of the 
IBM program at the NBS/Mitre conference, con
ference attendees raised a number of questions. In 
general, they dealt with areas which IBM was in 
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the process of considering and as yet had no opin
ions or answers. 

One challenging problem is that of defining an 
authorized use of information. A company must 
be able to perform planning studies, statistical 
analyses, and so on, without having to get the con
sent of employees each time. At the same time, 
the company should protect the privacy of each 
individual. Just what uses will be "authorized"? 

Another problem has to do with the mixture of 
personal and business data-and in particular, 
company-confidential business data. One exam
ple of the latter is planning information on fu
ture activities which might include the names of 
employees who will be involved. Another ex
ample is promotability lists, and another is recom
mendations for reassignments. Information such 
as this undoubtedly should not be disclosed to the 
employees; it could lead to false hopes, etc., on 
the part of the employees and to a higher risk of 
disclosure of confidential information for the 
company. 

Still another problem area concerns the em
ployee's "right of access" to records containing 
personal information about him. Does this mean 
that the employee can discuss his records with a 
member of the personnel department? Or can the 
employee read a copy of the records in the per
sonnel office? Or can the employee carry away a 
copy of the records? In the last two cases, how 
will misunderstandings by the employee be pre
vented? Note that personal information is often 
scattered through many files at numerous loca
tions within large organizations. 

Also, if the Privacy Act of 197 4 were to apply 
to the private sector, it would allow the employee 
to bring a third party and to discuss the records in 
the presence of this third party. The problems 
that this provision might cause are still unknown. 
For instance, it is possible that other persons
such as landlords, union officials, prospective em
ployers, etc.-might pressure the data subjects to 
allow them to be present in such cases. 

Yet another problem area has to do with the 
possibly burdensome record keeping that privacy 
legislation in the private sector might require. 
Specifically, it may be necessary to have an ac
counting of all "non-routine" accesses to personal 
data records and retaining such accountings for a 
period of at least five years. This provision is in 
the Privacy Act of 1974. However, the concept of 
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"routine" versus "non-routine" access is still am
biguous in the legislation, so it is hard to say what 
accesses will qualify as "non-routine." We will 
have more to say on this subject later in these two 
reports. 

What is the privacy problem? 

For this discussion of "the debate on informa
tion privacy," we have had access to a number of 
sources of information. These include: 

Dr. Willis Ware, of the Rand Corporation, 
Santa Monica, California, who reviewed the in
itial draft of this report. Dr. Ware was the chair
man of the Special Advisory Committee on 
Automated Personal Data Systems, reporting to 
the Secretary of the U.S. Department of Health, 
Education, and Welfare. The report of this com
mittee is the well-known HEW report, "Records, 
Computers, and the Rights of Citizens" (Refer
ence 1). This past summer, Dr. Ware was ap
pointed by President Ford as a member of the 
Privacy Protection Study Commission, under the 
Privacy Act of 1974; Dr. Ware is Vice Chairman 
of the commission. 

Mr. William A. Fenwick, of Davis, Stafford, 
Kellman & Fenwick, Palo Alto, California, and 
New York City, who also reviewed the draft of 
this report. Mr. Fenwick is a lawyer who has stud
ied existing and proposed privacy legislation in 
depth. He has written and spoken extensively on 
the subject (Reference 2). 

Mr. Dahl A. Gerberick, chairman of the Om
budsman Committee of the Los Angeles Chapter 
of the Association for Computing Machinery, 
who also reviewed the draft. Mr. Gerberick and 
his committee have studied the privacy question 
in depth and have written a report of their find
ings and recommendations (Reference 3). 

We are most appreciative of the comments and 
helpful criticisms of these three individuals. 

Also, we attended The Privacy Mandate, a con
ference jointly sponsored by The Mitre Corpo
ration and the U.S. National Bureau of Standards 
(NBS) and held in April 1975. This conference was 
attended by many of the leading figures in the 
U.S. on privacy legislation. Reference 4 is a sum
mary of the results of the conference. 

We have drawn on a number of published 
works, several of which should be singled out 
since we reference them frequently in these two 
reports. One is "Privacy Legislation: Analysis of 
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Alternatives," (Reference 5), a report prepared 
for clients by McCaffery, Seligman, & von Sim
son, Inc. Another is The Cost of Privacy, a book by 
Dr. Robert C. Goldstein (Reference 6). Still an
other is "A Briefing on the Impact of Privacy Leg
islation," the report of a seminar held in May 1975 
and sponsored by the Data Processing Manage
ment Association (Reference 7). And another is 
"Exploring Privacy and Security Costs," the re
port of a workshop held in February 1975 and 
sponsored by NBS (Reference 8a). 

In addition, we have drawn on numerous other 
sources of information which we will cite in the 
discussion. 

What is privacy? 

Goldstein (Reference 6) gives a good discussion 
of the historical development of the concept of 
privacy. The right of privacy apparently was first 
proposed by Warren and Brandeis in 1890; they 
defined it as "the right to be left alone." 

Professor Alan Westin of Columbia University 
has identified four types of privacy: solitude (to be 
left alone), intimacy (to be a part of a small 
group), anonymity (to be lost in a crowd), and the 
right to refuse to answer. The first three of these 
really involve physical privacy. 

Former U.S. Attorney General Elliott Richard
son (in Reference 9, June 1974) has said that the 
objective of privacy legislation should not be to 
assume that the individual is let alone but rather 
to assume that he can participate in determining 
how he will be affected by the creation and use of 
records. The concept here is information privacy. 

Tum et al (Reference 10) state a good definition 
of privacy: "An individual's rights regarding the 
collection, processing, storage, dissemination, 
and use of information about his personal attri
butes and activities. These include his right to 
know about the existence of a record on him; the 
right to inspect, challenge, and amend informa
tion in the record; and the right to prevent 
unauthorized use of information for purposes 
other than that for which it was obtained." This 
definition might be expanded to include three 
other aspects: "To prevent the use of the infor
mation for purposes to which the individual may 
object; to prevent unintended harm to the 
individual from abuse of the information; and to 
prevent unintended harm to legitimate public 

and private activities by constraints placed on the 
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use of the information." 
Dr. Ware has developed a set of definitions that 

he feels is representative of the way he hears the 
terms being used. Two of these are: Privacy, the 
right of an individual to be left alone; to withdraw 
from the influence of his environment; or to be se
cluded, not annoyed, or not intruded upon; by ex
tension, the right to be protected against physical 
or psychological invasion or against misuse or 
abuse of something legally owned by an individ
ual or normally considered by society to be impli
citly his property, e.g. one's home, one's solitude 
in a public place; the right to maintain something 
for private use or not available to others. Informa
tion privacy, ( 1) the claim on individuals, groups, 
or institutions to determine for themselves when, 
how, and to what extent information data about 
them is communicated to or used by others; (2) 
the protection of an individual against harm or 
damage as a result of the operation of an informa
tion system; (3) the protection of an individual 
against unwelcome, unfair, improper, or exces
sive collection or dissemination of information or 
data about himself. His definitions cover other re
lated terms such as invasion of privacy, con
fidentiality, computer security, network security, 
data security, integrity, and access control. 

Goldstein states very clearly what he considers 
the "most sophisticated" concept of privacy, and 
which we believe lies at the heart of the debate on 
information privacy: 

Personal information is the property of the indi
vidual and he has the right to say what it shall be 
used for and by whom; this right is limited only by 
the need to balance it against the right of society 
to provide for the common security and welfare. 

The thrust of this concept is: personal informa
tion is the property of the individual; it is not the 
property of the file owners. Goldstein says that 
people give personal information about them
selves for two reasons. One reason is in return for 
some benefit, such as the issuance of insurance or 
credit. The other reason is that the law requires it. 
Gerberick says that personal information is given 
(and collected) for the mutual benefit of both par
ties. They each have a say in how much data and 
what kind of data is to be collected. The data is 
given for a specified purpose and should not be 
used for an unspecified purpose. 

So we believe that the debate will center on the 
question: who owns the personal information? In 
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the past, the concept has been that the "file 
owner" owns the information, once given by the 
individual. Now that concept is being challenged. 

What is the fear? 

Goldstein identifies three types of record keep
ing systems. One type is the administrative sys
tem, of which business data processing systems 
are examples. For these systems, says Goldstein, 
the data subject himself is often the source of 
much of the information. A second type is the in
telligence system. Here the data subject is usually 
not the source of the information; instead, the in
formation may come from a variety of third par
ties. Finally, there is the statistical system. The 
criterion here is that such a system does not re
lease any information that can be related to an in
dividual; there is always sufficient aggregation of 
data that the data applying to an individual can
not be segregated. 

It is worth noting that much of the privacy leg
islation refers to "record keeping systems" but 
without defining the word "systems." In reading 
the legislation, we interpreted the word to mean 
"application system," such as a payroll system, a 
personnel records system, and so on. Fenwick, in a 
comment to us, said that the only meaning under
standable to him in the context of data processing 
is to interpret the word to mean "file." And Pan
agacos, in Reference 7, says that his interpretation 
of the word as used in the Privacy Act of 1974 is 
"any program that has input and output." The 
definition of the word "system" becomes very im
portant when, for example, privacy legislation 
imposes constraints upon the transfer of data 
among different systems. 

The fear of the privacy advocates is that the 
data in any of these "systems" can be misused. For 
one thing, dossier information may be collected 
and used to threaten, influence, or harass individ
uals. Dossier information can be compiled in 
many ways, such as the following (some of which 
are already illegal and hence not the subject of 
privacy legislation): 

DOSSIER INFORMATION 

1. Accumulating transactions, as a history of an individual's 
actions. 

2. Merging information on an individual from numerous 
sources and files. 

3. Interviewing, obtaining investigative reports, and making 
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security checks, using third party sources of information. 
4. Bugging and wiretapping of private conversations. 
5. Intercepting private mail of an individual. 
6. Spying and using informants. 
7. Taking photographic evidence of an individual's activities. 
8. Gaining access to private records by impersonation. 

The fear, of course, is that punitive measures 
will occur, that dossier information originally 
gathered for a perhaps benevolent purpose can 
lead to punitive purposes. 

The advocates of privacy recogn~e that there 
are countervailing forces to be considered, for 
making certain personal information publicly 
known. One such force is the concept of public 
records, open for anyone to see. Another is free
dom of the press. (Fenwick commented to us that 
all present indications are that the press will be 
exempted from the various privacy laws. How
ever, he says there has been little indication that 
information in the public domain, such as infor
mation contained in newspapers and periodicals, 
when used by others, will in fact be exempt.) Still 
another is the Freedom of Information Act, which 
forces the disclosure of certain types of informa
tion that government agencies previously held 
confidential. Parsons, in Reference 7, says that the 
197 4 Privacy Act was worded so that there is no 
inherent conflict between it and the Freedom of 
Privacy Act. But explicit wording was needed to 
accomplish this; the two Acts tend to act in oppo
site directions. 

So here is another aspect of the debate-the de
sire to restrict the use and disclosure of some per
sonal information versus the desire to release 
perhaps the same personal information for the 
common security and welfare. 

What threat is posed by the computer? 

There is little evidence that the computer has 
been the cause of any new loss of privacy. Westin 
(Reference 8b) reports that studies have been con
ducted in several countries and all developed re
markably similar findings, considering the 
differences in laws and customs. Some of the sig
nificant common findings were: 

RESULTS OF PRIVACY STUDIES 

1. Computer technology increases the efficiency of record 
keeping. 

2. There is a significant fear (of loss of privacy) on the part of 
the public. 
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3. None of the studies can document specific episodes where 
automated systems created new loss of privacy. Abuses 
that were uncovered had been carried over from manual 
systems. 

4. The computer intensifies the problems that have existed 
with manual systems. 

5. All reports recommend protective measures to protect in
dividual rights. 

Goldstein, in referring to studies conducted 
both in the U.S. and Canada, says "while both 
studies concluded that there was little evidence of 
widespread harm coming to individuals from the 
misuse of information systems, they seemed to 
feel that this was largely a fortuitous accident re
sulting from the slower than planned implemen
tation of many large systems." Our belief is that 
this conclusion goes too far; application systems 
that use personal information have been imple
mented by the thousands, and many have been in 
operation for fifteen years or more. It does not 
seem credible that the lack of abuse is due largely 
to "fortuitous accident." 

Knowledgeable persons have asserted that the 
computer is not the cause of new threats to pri
vacy. However, the computer is an amplifier of 
abuses. It has triggered an interest in personal pri
vacy that really should have occurred before the 
computer era. 

What is proposed? 

In brief, the privacy legislation that we have 
seen has two main characteristics: ( 1) it is omnibus 
legislation, and (2) it aims at implementing the 
Code of Fair Information Practices, as spelled out 
in the HEW report. 

Fenwick, in Reference 7, discusses omnibus 
legislation versus specific legislation. The Fair 
Credit Reporting Act of 1970, for instance, was 
specific legislation aimed at correcting problems 
within the credit industry. But the Privacy Act of 
197 4, and proposed federal legislation for the pri
vate sector (H.R. 1984), attempt to prevent mis
use of personal information by regulating all uses 
of such information. For example, H.R. 1984 
would have its regulations apply to manual and 
automated record keeping systems operated by 
any unit of federal, state, or local government or 
any public or private entity (which would cover 
individuals, too). 

The Code of Fair Information Practices, as pro
posed by the HEW committee, is as follows: 
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CODE OF FAIR INFORMATION PRACTICES 

1. There must be no personal information record keeping sys
tems whose very existence is secret. 

2. There must be a way for an individual to find out what in
formation about him is on record and how it is used. 

3. There must be a way for an individual to correct or amend 
a record'of identifiable information about him. 

4. There must be a way for an individual to prevent informa
tion about him that was obtained for one purpose from 
being used or made available for other purposes without 
his consent. 

5. Any organization creating, maintaining, using, or dis
seminating records of identifiable personal data must guar
antee the reliability of the data for their intended use and 
must take precautions to prevent misuse of the data. 

So here is the heart of the debate on informa
tion privacy. A new concept of privacy is pro
posed which says that an individual owns the 
personal data about himself, limited only by the 
needs for common security and welfare. At the 
other extreme is the concept that the file owner 
owns the data that has been collected. In between 
is a whole spectrum of ways for dividing the prop
erty rights to the information, between the indi
vidual and the file owner. This point, we beleive, 
is central to the debate. 

Another aspect of the debate is the con
straining phrase "the needs for common security 
and welfare." What personal information should 
be held in confidence and what should be publicly 
available? For example, will it really be good for 
our elective process, asks Fenwick (Reference 
2b ), if no personal information about candidates 
can be collected and divulged without their ex
press permission? 

And still another aspect of the debate is that of 
omnibus legislation versus specific legislation. 
The Fair Credit Reporting Act was specific to an 
industry; the Privacy Act of 1974 covers all 
agencies of the federal government; H.R. 1984 
proposes blanket coverage of both the public and 
private sectors. Which is the best way to go? 

Before getting into the discussion of the ap
proaches taken in existing and proposed legisla
tion, it might be well to briefly review the current 
status of that legislation in the U.S. 

The status of privacy legislation 

The Privacy Act of 1974 is now a law. It was 
signed on January 1 and went into effect on Sep
tember 27 last. Primarily, it applies to agencies of 
the federal government and to private con-
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tractors acting as agents for the government. The 
Act will also have some application to state and 
local government agencies, particularly in cases 
where federal funds are being administered. 

House Bill 1984, the Koch-Goldwater bill, is 
perhaps the foremost piece of proposed privacy 
legislation being considered by Congress. It pro
poses to extend the Privacy Act of 197 4 in several 
ways. For one thing, it would apply to "the gov
ernment of the District of Columbia, or territories 
or possessions; any State or local government, or 
any unit of any State or local government or other 
jurisdiction; any public or private entity engaged 
in industrial, commercial, or other similar busi
ness, as relates to that business.'' That would seem 
to cover just about all of us. Fenwick (Reference 
7) points out that many of the refinements made 
in the Privacy Act of 197 4, by way of amend
ments during the final debates, have not been 
made yet in H.R. 1984. 

State bills are under debate in many states. 
Fenwick sent us a tabulation of bills that was cur
rent as of mid-July. At that time, there were 42 
bills pending in 22 states. Six bills had been 
enacted into law, and 23 bills had been defeated. 
Three of these six (Arkansas, North Carolina, and 
Utah) regulate state information practices. One 
(Minnesota) both regulates the state information 
practices and sets up a study commission to study 
the public and private sectors. The last two . 
(Rhode Island and Virginia) set up study commis
sions to study the public and private sectors. In 
general, much of the proposed state legislation 
has been copied from, or adapted from, the HEW 
report. 

Local government resolutions, ordinances and 
administrative policy on the subject of privacy 
are being considered-and, in a few cases, have 
been adopted. 

The National Association of State Information 
Systems (NAs1s) has developed a "model" bill 
which they are submitting for consideration to 
numerous state legislatures. 

You might be wondering about possible con
flicts among these many bills. Congressman Koch, 
when asked a question about this, replied that he 
hoped H.R. 1984 would provide a "floor" for pri
vacy practices; that is, it would set the standard 
unless a state's act was more restrictive in some 
areas. We have talked to people working for firms 
that operate in all 50 states; they are quite con-
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cerned about the possibility of having to operate 
under 51 privacy laws-one for each state plus a 
federal law. Also, some of the provisions of H.R. 
1984 are sufficiently controversial that they invite 
diverse state laws. To complicate matters even 
further, some states are putting privacy provisions 
in other bills not related to privacy. 

Fenwick has commented to us on two other 
points of concern. One is that R.R. 1984 proposes 
to extend its coverage to foreign operations of 
U.S. multi-national organizations, so it has inter
national ramifications. The other point is that 
many of the bills propose to restrict the transfer of 
personal data to jurisdictions or countries which 
do not have privacy legislation. 

The state bills and H.R. 1984 have not yet been 
enacted into laws. There is still time for interested 
people to study them and make their thoughts 
known to legislators. In a bibliography we are 
preparing, we will tell how to obtain copies of 
proposed privacy bills. 

In discussing the debate on information pri
vacy, we will be dealing mainly with the possible 
impact on the data processing function from the 
proposed privacy legislation. Further, we will be 
discussing the impact in terms of the U.S., al
though a few other countries are equally far 
along, or even further along, in dealing with the 
problem. 

We will break the privacy problem into two 
parts: 

• What information about individuals should 
be collected? 

• How should that information be handled? 

What information should be collected? 

Actually, the question is broader than stated. It 
should be: what information should be collected 
about individuals; which of it should be retained 
and for how long; to which audiences should dis
closure be limited; and how can the accuracy, 
relevance, timeliness, and completeness of the in
formation be assured? 

Fenwick has pointed out that most of the legis
lation discusses collection and maintenance to
gether. So each organization will not only have to 
review what information it should collect but 
must also review all of the types of personal infor
mation it now has in its files. 

In short, personal data must be "defined" from 
a privacy standpoint. We suspect that the data 
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definition languages (nnLs) being proposed for 
data base managment systems will have to be en
hanced in the not-distant future to incorporate 
privacy considerations. 

Somewhat unfortunately, the ConASYL DDL 
specifications speak of "privacy locks and keys" 
instead of "security locks and keys." This termi
nology may lead some to mistakenly believe that 
CoDASYL has taken personal privacy rights into 
consideration. No data definition language pro
posals with which we are familiar have consid
ered personal privacy. Security is a necessary, but 
not a sufficient, condition for privacy. It deals 
with preventing unauthorized access to data and 
with insuring the integrity of data. Privacy con
siderations go well beyond these functions. 

Data definitions for privacy 

We think it would be time and money well 
spent for organizations-assuming they are sub
ject to privacy legislation of the type we are dis
cussing-to develop data definition standards that 
pertain to privacy. There should be no need to re
peat the mistakes of ten to fifteen years ago on 
basic data definitions. At that time, each pro
grammer developed the data definitions for his or 
her own programs. Now data definitions are being 
developed, at many organizations, independent 
of any given application system so as to be usable 
by multiple application systems. 

There may be a tendency, when faced with the 
need to implement privacy safeguards, to handle 
such definitional work in an ad hoc manner. But 
eventually, the need for systematic data defini
tions for privacy will be apparent. We think these 
systematic definitions ought to be considered at 
the outset. 

In saying that, we recognize that the concept is 
still in its embryonic stage. We have seen no dis
cussion of this topic specifically. However, vari
ous authors that we have read have made points 
that apply. In the brief discussion that follows, 
many of the points were obtained from Refer
ences 6, 7, and 8. Here, then, are some aspects of 
personal data that must be "defined" from the 
standpoint of privacy. 

Purpose of system. Each data item collected 
and retained will have to be related to the stated 
proper purpose(s) of the system(s) using it. (The 
system, in turn, must be germane to a stated 
proper purpose of the organization.) So purposes 
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probably will have to be defined, unless already 
specified by statute or governmental order, and 
then the individual data items related to those 
purposes. 

Personal information. Those data items which 
constitute personal information will have to be so 
defined. The most likely definition of personal in
formation will be: information that describes, lo
cates, or indexes anything about an individual. 

Voluntary or mandatory. Each data item will 
have to be defined as voluntary or mandatory (as 
to whether the data subject must supply it). If 
mandatory, the appropriate regulations will have 
to be at least referenced. Perhaps more likely, 
some understandable descriptive material will be 
needed to explain the regulations. 

Actions if not provided. If the individual does 
not provide the information, for either the volun
tary or the mandatory type, the actions to which 
he or she will be subject must be specified. 

Routine uses. The regular, routine uses to 
which the data is expected to be put must be spec
ified, and in a manner that is understandable to 
the individual. As we will discuss later in these re
ports, this "routine use" concept may prove to be 
very difficult to define. 

Permission to use. All items of personal infor
mation may well require a (signed?) permission to 
use for the defined routine uses; specific per
mission for any new uses will have to be obtained. 
Third party agencies, such as service bureaus, 
may well need to have copies of such signed per
missions. If personal information is collected 
orally, or over the telephone, or via computer ter
minal, one wonders how the "permission to use" 
problem will be solved. 

Timeliness. Personal information that attempts 
to represent the current situation must be timely. 
For instance, "number of children" is a quantity 
that would have to be verified from time to time, 
particularly for a young married person. The 
problem is, on what time schedule should such 
verification be sought? What happens if the 
individual cannot or will not provide the 
information? 

Probably a "date of last verification" field must 
be added to each personal data record. Hopefully, 
it will not be necessary to use a "date of last veri
fication" field at the data field level. 

Purge rules. Privacy legislation makes a big 
point of the requirement that personal informa-
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tion which is no longer relevant, accurate, timely, 
or complete be purged. So the rules purging must 
be specified, perhaps at the record level. 

The rules of purging probably will have to 
cover transient, permanent, and archival data; at 
least, H.R. 1984 would require that. This require
ment probably applies to areas of main memory 
that held personal data, disk areas and magnetic 
tapes that held personal data, and so on. 

Rules for purging of archival personal data may 
be complicated. One company mentioned in Ref
erence 8 conducts periodic performance reviews 
of its employees. It would like to save such infor
mation as evidence for ye"ars, in case charges of 
discrimination are brought against it. 

Accuracy. Privacy legislation aims, among 
other things, at protecting individuals from harm 
due to erroneous or false information in their 
records. Isolated data errors are just as important 
to the individuals whose records are in error as are 
systematic errors to the organization maintaining 
the records. So rules for enhancing the accuracy 
of all personal data fields will be required, as will 
rules for quickly and efficiently correcting errors. 

Completeness. One concern of privacy legisla
tion is that a personal data record should give a 
fair picture of a situation. One frequently cited 
example of abuse is that of arrest records that do 
not show the disposition of the cases. Another ex
ample is that of billing systems where a dispute 
exists between the parties as to payments, receipt 
of merchandise, and so on. So the data definitions 
probably will have to allow for explanatory re
marks that are related to some of the data fields. 

Disclosure. H.R. 1984 defines disclosure as the 
release, transfer, or otherwise communication of 
information-orally, in writing, by electronic 
means, or by any other means. Such a definition 
goes well beyond disclosure by printed output. So 
the rules of disclosure, for various types of per
sonal data, may well have to cover all of these 
cases. 

Another possible aspect of disclosure is that of 
sensitivity levels. National security information 
has three levels-top secret, secret, and con
fidential. Personal information might also have 
multiple levels of sensitivity. Name and address 
information might be the least sensitive, while 
medical history might be the most sensitive. Fen
wick, in Reference 7, points out that such sensi
tivity is dynamic. Telling one's age to one's doctor 
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is one thing; telling it to a prospective employer 
can be something else. 

The rules of disclosure will have to cover rou
tine, authorized need-to-know cases on one hand 
versus all other cases on the other hand. As men
tioned earlier, "routine disclosure" may prove 
diffcult to define. And rules will be needed for 
handling the "all other" cases. 

Ownership. While some privacy advocates 
claim that an individual "owns" all of the per
sonal information about him or her, this concept 
is not yet embodied in the law. One wonders 
about personal information that is created as a 
part of a person's employment-the skills he has 
developed on the job and is qualified to practice, 
the training he has received at the organization's 
expense and the grades he received, the dates on 
which he was promoted, the reviews of his job 
performance, and so on. It would seem to be nec
essary to define, at the very least, the property 
rights for each data field. These property rights, of 
course, may be determined by legislation. 

Returning to the question of what personal in
formation should be collected, the views of Aryeh 
Neier, executive director of the American Civil 
Liberties Union, are of interest (Reference 11). 
"Don't collect personal information in the first 
place," he says, "and if you have collected it, de
stroy it as soon as you no longer need it for the 
purpose for which it was originally collected." 
This is an extreme position that probably will be 
challenged by managers, researchers, lawyers, 
historians, and others. But it seems to us that pri
vacy legislation, with all of the constraints that it 
imposes on the handling of personal information, 
is leading in the direction that Neier advocates. 

What personal information do you have? 

Privacy legislation for the private sector prob
ably will be written to cover all personal informa
tion in the possession of an organization-manual 
as well as computerized records, in transient, per
manent, or archival form. 

But in fact, will it cover all personal informa
tion? Some types of records, such as personnel 
and payroll records, surely will fall under the 
regulations. But there are other types of records 
that are more questionable. Goldstein assumes 
that Christmas card lists and personal telephone 
lists will not be covered. (As will be discussed, or
ganizations will probably have to publish an-
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nually lists of their personal information files and 
provide access to these files by the individuals 
whose records are in them, so the definition of 
"personal information files" is important.) Par
sons, in Reference 7, believes that an attorney's 
files incident to litigation in which the govern
ment is engaged will not be classified as a system 
of records under the Privacy Act of 197 4. 

But how about data records that have only one 
field in them that could be classified as personal 
information, such as employee number? Would 
that one field make the record a personal informa
tion record? 

And how about correspondence files? The 
names and addresses of writer and recipient of 
each letter would seem to make the file personal 
information. And anyone else even identified in a 
letter might then become a data subject, under 
the legislation, and have the rights and privileges 
available to data subjects. If an individual asks an 
organization (as he is entitled to do under much of 
the proposed privacy legislation), "Do you have 
records about me in any of your files?" it may be 
necessary to include the correspondence files in 
the search. 

Probably one of the first steps that an organiza
tion will have to take, to comply with new pri
vacy legislation, is to make an inventory of the 
personal information it already has. 

Fenwick, in Reference 7, outlines some of the 
steps that may be involved in making such an in
ventory. Review all files, to determine which ones 
have personal information in them he says. Deter
mine who is using them, why, and who has access 
to them. Determine how the files relate to the 
purposes of the organization. Determine which 
information is necessary to keep, which is neces
sary to use, which is necessary to disseminate, and 
which should be purged. 

The organizations which have made such stud
ies have found them to be more expensive and 
time consuming than originally expected, we are 
told. One organization, cited in Reference 8a, 
found many records on the same individuals scat
tered over a number of geographical locations 
and under the control of different people. 

One privacy legislation advocate stated his 
opinion on this subject: if an organization does 
not know what personal data it is keeping and on 
whom it is being kept, then the organization has 
no real need for that data and the data should be 
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destroyed. This argument is specious, in our opin
ion. Most people do not have inventories of all of 
their personal possessions but that does not mean 
they don't need those possessions. Most organiza
tions do not yet have centrally maintained in
ventories of all of their personal data items, 
identified by location, use, purpose, etc., but that 
does not mean all those data items are not needed. 

What information should be collected 
and maintained? 

The process of identifying, defining, and mak
ing an inventory of all personaljnformation and 
the uses to which it is put will, in itself, go a long 
way toward enhancing personal privacy. Organi
zations will stop collecting some data they cur
rently collect. Some data will be purged from 
files. Retention schedules for personal data will 
cause the purging of obsolete data. 

Developing data definitions for privacy and de
veloping an inventory of all personal information 
can be costly. But many of the other steps in
volved in this process will be relatively easy to 
take. Relatively easy, that is, if the legislation 
gives an adequate grace period for instituting 
new procedures and getting rid of old forms, 
records, and such. 

It is when the question of "how should personal 
information be handled?" is considered that the 
problems begin to get complicated. 

How should personal information 
be handled? 

The main mechanisms proposed by pending 
legislation, for implementing the Code of Fair In
formation Practice, are the following. Most of 
these are included in the Privacy Act of 197 4. 

HANDLING OF PERSONAL INFORMATION 

1. Published public notices of the existence and the detailed 
characteristics of all files containing personal information. 

2. Records of accesses to personal data records, indicating 
source of request, purpose of use, and which data records 
were accessed. 

3. Constraints upon the "transfer of data" between files and/ 
or systems, to control the merging/matching of personal 
information from multiple files. 

4. Constraints upon the new uses of personal data, requiring 
that an individual consent to a new use of informa
tion about him- or herself that has not been previously 
authorized. 

5. Procedures for handling disputes about personal data, be
tween the data subject and the file owner. 

6. Improvements in data validation and data security. 
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We will discuss each of these mechanisms, in 
the remainder of this report and in our report next 
month, to give some idea of the intent of the 
mechanisms and some of the complications that 
we have heard discussed. 

Notice of existence of files 

Goldstein (Reference 6) discusses some of the 
early thinking, in developing legislative bills, for 
letting individuals know that data about them is 
stored in specified files. The first thoughts were to 
send annual notices to these "data subjects," to let 
them know which files they were in. But upon 
study, this approach was dropped as ineffective 
and too expensive. Individuals would be in
undated with notices of inclusion, to the point 
where they might well pay no attention to the no
tices. In fact, the main reaction might be, "Why 
are you wasting so much money sending me those 
notices." 

Instead, what is being proposed today is either 
publication of the existence of files or registration 
of the files at an appropriate state office. 

Ms. Naomi Seligman, at the NBS/Mitre confer
ence and in Reference 5, has pointed out that 
there are large variations in what the different 
bills propose should be listed. In the HEW report, 
it is recommended that any governmental agency 
with personal data files publish the following in
formation about each such file: 

HEW: INFORMATION ABOUT FILES 

1. The name of the system (or file). 
2. The nature and purpose(s) of the system (or file). 
3. The categories and number of persons on whom data are 

(to be) maintained. 
4. The categories of data (to be) maintained, indicating which 

categories are (to be) stored in computer-addressable files. 
5. The organization's policies and practices regarding data 

storage, duration of retention of data and disposal thereof. 
6. The categories of data sources. 
7. A description of all types of use (to be) made of the data, 

indicating those involving computer-accessible files, and 
including all classes of users and the organizational rela
tionships among them. 

8. The procedures whereby an individual can be informed if 
he is the subject of data in the system (file), can gain access 
to such data, and can contest their accuracy, com
pleteness, pertinence, and the necessity for retaining 
them. 

9. The title, name, and address of the person immediately re
sponsible for the system (file). 

Ms. Seligman pointed out that item (7) by it-
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self could be a large undertaking, if interpreted 
literally. 

If provisions of this magnitude are in
corporated in the legislation, many people hope 
that some exemption will be offered for "routine 
use." But, as we mentioned earlier and will discuss 
next month, the concept of "routine use" is a diffi
cult one. It sounds very simple, but it actually 
means different things to different people. Com
ing up with an acceptable, common definition 
may be a complex matter. It was iTointed out to us 
that the Privacy Act of 1974 is vague on its defini
tion of routine use and that this vagueness is very 
likely to cause difficulties as federal agencies try 
to administer the privacy regulations in the Act. 

At the other extreme is the Cullen Bill in Cali
fornia (Assembly Bill 150). Assuming that the bill 
passes, the only notice of existence required 
would be once-via registering each system (file) 
with the Office of the Secretary of State in Cali
fornia by January 31, 1977. The notice would be
come a permanent public record. Thereafter, any 
business entity or agency proposing to establish or 
terminate such a system, or to change the type, 
use, or categories of users in such a system, would 
have to file such a notice within 90 days of such 
action. Further, the Cullen Bill would require 
that the following information be included in the 
notice: 

CULLEN: INFORMATION ABOUT FILES 

1. The name of the system and the organization, plus location 
and person to contact. 

2. The purposes of the system and the uses made of personal 
information. 

3. The categories of data subjects on whom personal informa
tion is maintained. 

4. The categories of personal information to be maintained. 
5. The categories of routine or usual business entities, 

agencies, or individuals who may receive or use the per
sonal information. 

6. Whether the system or any portion thereof is exempted 
from other provisions of the bill (such as some criminal jus
tice information, some medical history information, etc.). 

Ms. Seligman pointed out three different objec
tives that her company's study observed in these 
proposed public notices or registrations. One ob
jective was to involve the public in system eval
uation, design, and/ or use of information, as 
exemplified by the HEW report. A different ob
jective was to certify compliance with the law. A 
still different objective was to notify the public 
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that a data base exists with a specified purpose 
and population. 

The original intent would seem to be that of 
eliminating the chance of secret files. But the 
HEW report goes well beyond this. Before a pro
posed new data file is set up with personal infor
mation, the HEW report would like the public to 
know about it and be able to comment on it. As 
mentioned earlier, the HEW report was devel
oped with government data systems in mind, and 
this attitude might be appropriate. But is is debat
able whether a company must advertise that it is 
planning to set up a retirement system and would 
be setting up a new data file-particularly in view 
of all of the other checks and balances that the 
government imposes on retirement systems. In 
fact, there might well be legitimate reasons why 
organizations would not want to publicly an
nounce the creation of new files involving, say, 
only their management personnel. 

Fenwick has pointed out, in a comment to us, 
that there are some types of files which, if sub
jected to such privacy legislation, will simply not 
be kept. An example might be a corporate plan of 
succession to be used in the event of death or 
some other disaster affecting corporate execu
tives. If privacy legislation makes such a plan 
available for access by anyone named in it, this 
earlier-than-expected release of the informa
tion might have a disastrous impact on the 
organization. 

Long, in Reference 8c, argues against the 
whole idea of public notice of personal data files. 
Such publication will do little good because it 
will flood the newspapers with 15 to 20 million 
data file announcements, overwhelming most 
readers. Such public announcement tends to pe
nalize the file owners for what they can do and 
not for what they have actually done; this is a pre
sumption of guilt not justified by the evidence. 
Also, he says, public notice amounts to registra
tion which in turn can lead to file licensing, and 
that in turn can lead to file taxation. Public regis
tration, as proposed in the Cullen Bill, would 
avoid overwhelming the public with announce
ments about files, of course. 

Fenwick, in Reference 7, points out a further 
complication due to the way H.R. 1984 proposes 
that such annual notices be published. Organiza
tions in the private sector would be required to 
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publish such notices "in local or regional printed 
media likely to bring attention to the existence of 
the records to data sub;ects." (Italics ours.) This 
means, says Fenwick, that the organizations must 
determine the location of all data subjects and 
then determine what publications are available 
which are likely to bring attention to the data sub
jects of the existence of the records. Since some 
personal information files have records about 
people at widely scattered geographic locations
including locations in other countries, as in the 
case of subscriber lists-this will be no small task. 

Next Month 

Next month, we will continue our discussion of 
the proposed privacy legislation. The discussion 
will cover the other mechanisms that are planned 
for the handling of personal information-records 
of usage, constraints on the transfer of data, con
straints on new uses of personal information, 
procedures for handling disputes, and so on. 

In addition, we will give a discussion of the pos
sible costs of privacy legislation, both conversion 
costs and operating costs, as they might impact an 
organization. 

From the above discussion, plus the fact that 
privacy legislation is being enacted at federal, 
state, and local levels, it should be clear that this is 
a subject of prime importance to data processing 
management. Privacy legislation is coming; it is 
not going to go away. It is to be hoped that the 
legislation is thoroughly debated before it is made 
into law. 

At the heart of such a debate are some very im
portant principles. Who owns personal informa
tion? What kinds and how much personal 
information should be publicly available? What 
kinds and how much should be completely out of 
the control of the individual? Should the legisla
tion be specific or omnibus? 

Then there are the mechanisms that have been 
proposed for protecting an individual's informa
tion privacy. Each should be debated and refined, 
so it can do an effective job of protecting privacy 
without at the same time being too oppressive or 
too costly for legitimate business or governmental 
purposes. 

We urge you to study the subject and make 
your views known to legislators. 
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